
  

令和８年第１号(通算第230号)

令和８年２月12日発行
埼玉県警察本部
生活安全総務課

埼玉県県民生活部
防犯・交通安全課

ニセ社長詐欺とは、社長（役員）等を名乗り、インターネット上で公
開されている法人等のメールアドレス宛に電子メール等を送り、業務命
令をよそおって、指定した口座に送金させる手口です。

社長になりすまし
会社宛てにメールを送る

社長からの
メールだ！

業務用のＬＩＮＥ
グループを
作って！

会社の口座情報
を送って！

ニセ社長

○○社
口座残高

○○○万
円

口座情報を
送信！

ニセ社長から会社のメールアドレス宛
にメールがあり、「業務のため LINE の
グループトークを作成して」などと指示
される。

ニセ社長からLINEのグループトーク
で「会社の口座情報（口座番号や口座残
高）を写真に撮って送信して」などと指
示される。

会社の口座情報を送らせる

「ニセ社長詐欺」の騙しの３ＳＴＥＰ！（だまされないで！）

そんなメールは
知らないよ！

取引先である○○
口座にお金を送金
して！

送金！

だまされた！

指定口座にお金を送金させる

・ ニセ社長から「取引

相手の口座番号を教え
るから至急お金を振り
込んで」などと指示さ
れる。

・ 何度もお金を送金す
るように指示される。

経理担当者等

ニセ社長

経理担当者等

本物社長

ニセ社長

犯人は、騙られる社長のＳＮＳのアイコンやメールアドレス等を真似て接触してき

ます。社員の皆様に対して、 受信メールのアドレスのチェック、社員同士での情報

共有などの対策を取るようにお願いします。

経理担当者等

ニセ社長詐欺に注意！


